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Abstract—Trust has been a hotspot for adopting cloud computing. This paper proposes a hybrid model to build, evaluate and expose trust. It uses different techniques like sliding window technique to reach optimum processes for trust value delivery. Trust value is evaluated through integrated mechanisms from literature. Moreover, measuring trust included evaluating SLA violations side to side with consumer customized measures for validating trust. We also added caching module to ensure optimization of querying trusted services. Moreover, we added a module for service registry and novel personalized modules for tracking both cloud providers and cloud consumers behaviors. Furthermore, we present a comparison between recent literature research trust models and our model. It discusses trust criteria for building and evaluating trust. Also, we substitute different techniques against known security attacks. Finally, we provide a simulation for evaluating proposed techniques for building trust.
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